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HccaenoBanue moaxoa0B K 3aliuTe Bed-cepBepoB

OT pacrnpeacjICcHHbIX aTaK THUIIA «0TKa3 B 06C.]'ly7KI/IBaHI/II/I»

M.FO. Kapanos, /{.C. I'opun, P.P. I[llamogkun

MUPIA — Poccutickuui mexunonoeuueckuil ynugepcumem, Mockea

AnHotanusi: [IpoBeneH aHaiu3 OCHOBHBIX BHJOB pPAcIpeCiCHHBIX aTaKk THIIA «OTKa3 B
00CITy)KMBaHUM», a TAKKE MCCIEIOBAHBI KJIACCHUECKHE W WHHOBAIMOHHBIC METOJBI 3aIUTHI BEO-
CEePBEPOB OT yrpo3, BKIIOYAIONIME: (DUIBTPAIMIO TAKETOB, MPHUMEHEHHE CHCTEM OOHApYKCHHS U
NPEIOTBPAIICHUS BTOP)KEHHH, apXUTEKTYpHBIC PElICHUs 1Mo OanaHcupoBKe Harpys3ku. Ha ocHose
pEe3yJIbTAaTOB HCCIICIOBAHUS BBISIBIICHBI CYIICCTBEHHBIC OTPAaHUYCHHS TPAAMIMOHHBIX MOIXOOB:
HHU3Kasl aJanTHBHOCTh K HOBBIM Yrpo3aM, BBICOKAs BEPOSTHOCTh JIOKHBIX CpabaThIBaHWH,
HECTIOCOOHOCTh 3(PEKTUBHO MPOTUBOCTOSTH COBPEMEHHBIM MHOTO(AKTOPHBIM aTakaM. BblsBiieHa
HEPCTIEKTHBHOCTh NMPUMEHEHHS! METOJOB HCKYCCTBEHHOTO HWHTEIUICKTA W HEHPOHHBIX CETeH UL
aHaJIM3a CeTEeBOro TpahMKa 1 BBISBICHHUS CJIOYKHBIX TATTEPHOB aHOMAITHH.

KimioueBble ciioBa: 3ammra BeO-CepBEpa, paclpeselieHHas aTaka, OTKa3 B  OOCIy)KUBaHUH,
bunbTparws Tpaduka, GUIBTpAIKs MAKETOB, CUCTEMa OOHAPYKEHHSI BTOP)KESHHIA.

Beenenue

B coBpemenHOoM 111idppoBOM 00I1IECTBE BEO-CEPBEPHI UTPAIOT KITFOUEBYIO POJIb B
o0ecreyeHny JOCTyna K HHPOpPMaIMK U CepBHUCaM, 4TO JAEIaeT UX MPUBJIEKATEIbHON
TEITBIO TSI KuOepaTak, B IIEJIOM, U [T PACIpeIeIICHHBIX aTaK O0TKa3a B 00CITyKUBaHUN
— Distributed Denial of Service (DDoS) aTak, B yacTHOCTH.

AKTYyaJIbHOCTh T€MbI 3aIlIUThI BeO-cepBepoB oT DDoS-atak o0ycioBieHa He
TOJIBKO POCTOM 4YHCJAa W CIIOKHOCTH TaKWX arak, HO W HEOOXOIUMOCTHIO
NOoJIeP>KaHUsl HETIPEPHIBHOCTH M O€301MaCHOCTH UHTEPHET-CEPBUCOB, YTO HAIPSIMYIO
BJIIUSICT HA DKOHOMHYECKYIO ¥ COMATLHYIO CTAOMIIBHOCTb.

B mnocnennue roapl HabOmomaeTcs 3HAYUTENBHBIA TpOrpecc B 001acTH
MPUMEHEHUSI METOJIOB UCKYCCTBEHHOTO MHTEJUIEKTa, OCOOEHHO HEUPOHHBIX CETEH,
JUisl OOHapy>keHust 1 npeaoTepaiienus DDoS-atak. 1o CBS3aHO € UX CITOCOOHOCTHIO
3 PEKTUBHO aHANM3UPOBATH OOJBIIHE OOBEMBI CETEBOrO TpaduKa W BBISIBIATH
CJIOXHBIC TTATTEPHBI aHOMAJIUH, YTO 3aTPYIHUTEIHHO JIJIST TPAJAUIIMOHHBIX METOIOB

3aIUTEL
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DDoS-araku npeAcTaBiIsioT cO00i pa3sHOBUAHOCTH KHOEpaTak, HalpaBIeHHBIX
Ha BBIBEICHHE U3 CTPOsi BEO-CEpBEPOB IMyTEM MEpPEerpy3Kd HX 3alpocamH C
MHO)KECTBa UCTOYHUKOB. OCHOBHAS 11€7Ih TAKUX aTak — CEJIaTh CEPBUC HEOCTYITHBIM
JUIS TIOJIB30BAaTelICH, BRI3bIBAsI OTKA3 B 0OCTYKUBaHUH [1].

B 3aBucuMoCTH OT ypOBHSI BO3JACHCTBUS M UCIOJIb3yEeMbIX MeT0/10B, DDoS-
aTaku KJIACCU(PHUIIMPYIOTCS HA HECKOJIBKO BHIOB, KaXKABIH U3 KOTOPBIX HMEET CBOU
O0COOEHHOCTH U CJIOXHOCTHU AJIs1 OOHAPYKEHUS U 3aILUTHL.

OpHuMm U3 pacnpocTpaHEHHBIX BUAOB sBIAIOTCS cereBble (Network Layer)
DDoS-araku, KOTOpbleé OPHEHTUPOBAHbI HA MCUEPIIAHUE IMPOITYCKHOM CIIOCOOHOCTH
KaHaJla Wik pecypcoB cereBoro obopyaoBanus. K Hum otHocarcs araku tuna User
Datagram Protocol (UDP)-¢dyn, Internet Control Message Protocol (ICMP)-bayn
n Synchronization (SYN)-bayn, npu KOTOpPHIX OOJBIIOE KOJIHMYECTBO ITAKETOB
reHepUpYyeTCsl ¢ LENbI0 MEepPerpy3uTh CeTb WM cepBep [2]. DTu aTtaku OOBIYHO
XapaKTePU3yIOTCSl BBICOKOW CKOPOCTBHIO Tpaduka M OTHOCHUTEIBHON MpPOCTOW B
0oOHapy>KeHUH, OTHAKO UX MacIlTad U pacrpeeIeHHOCTh ACNIal0T UX ONACHBIMH JIJIs
KPYIHBIX BE0-CEpBHCOB.

Ataku Ha ypoBHe mpmioxeHuit (Application Layer) mpenctaBisioT co0oit
0osnee m3ompeHHsld THD DDoS-atak, HampaBiieHHBbI HA UCYEpIIAHUE PECYPCOB
camMoro BeO-IPUJIOKEHUS MyTEM HMHUTAIMHU JIETUTUMHBIX 3alpOCOB, HAIpPUMeED,
HTTP GET wmu POST. Takue araku ciiokHee OOHApY»KUTh, TaKk Kak Tpadux
BBITJISIINT KaK OOBIYHBIN MOJB30BATENBCKUM, HO MIPU 3TOM BBI3BIBACT 3HAYUTEILHYIO
Harpy3Ky Ha CepBep, YTO MNPUBOAUT K CHUKCHHIO MPOU3BOAMTEIHLHOCTH WIH
MOJIHOM HEAOCTYITHOCTH pecypca.

Tpagumnuonnsie MeTOAbl QUIBTPAMA W OJOKUPOBKH YaCTO OKAa3bIBAIOTCS
HEJI0CTaTOYHBIMU, OCOOCHHO MPOTUB aTaK Ha YPOBHE NMPUIIOKEHUHM 1 OOTHET-aTax.
B 3TOM KOHTEKCTE MPUMEHEHNE UHTEIJIEKTYaIbHBIX CUCTEM, BKJIIOYasi HEUPOHHbBIE
CETH, CTAaHOBHTCSI TEPCIIEKTUBHBIM HAIPaBJICHUEM, TIO3BOJISIIOIIMM BBISBIISTH CIOKHBIC

MMaTTCPHBI AHOMAJIBHOTI'O ITOBCACHUA U aalITUPOBATHCA K HOBBIM BHJIaAM YI'DO3.
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Takum o6pazom, pasHooOpaszue BuaoB DDoS-arak m ux ocobGeHHOCTEH
TpeOyeT KOMIUIEKCHOI'O aHaji3a U BHEJIPEHMsS] COBPEMEHHBIX CPEICTB 3alllUThI,
CIOCOOHBIX 00€CTEeYnTh HAACKHYIO paboTy BeO-CEpBEPOB B YCIOBUAX MOCTOSHHO
HBOJIIOLIMOHUPYIOUINX yrpo3. HecMoTpss Ha 3HauMTeNbHBIM IMporpecc B o0JacTu
OoOHapyXEeHUsI U IPEJOTBPALLECHUSI aTaK, OCTAIOTCS BbI30BbI, CBSI3aHHBIE C BBICOKOM
CJIO’KHOCTBIO Tpaduka 1 HEOOXOIMMOCThI0 MUHUMU3AIIMHU JIOKHBIX cpabaThIBaHUN
IPU COXPAHEHUU BBICOKON TOYHOCTH 3alUTHI. DTO MOJUYEPKHUBAET aKTyaJbHOCTb
UCCJIEIOBAHUM B 00JIaCTU TNPUMEHEHHUS] HEHUPOHHBIX CEeTell I MOBBILIEHUS
3¢ hekTUBHOCTH cucTeM 3amuThl 0T DDoS-atak Ha BeO-cepepsl [3, 4].

Llenv npoeooumozo uccnedosanua — NccieOBaHNE OCHOBHBIX OCOOEHHOCTEH,
JIOCTOMHCTB M HEJIOCTAaTKOB CYIIECTBYIOIIMX METOOB 3alIUThl BEO-CEPBEPOB OT

DDoS-arak.

HUccaenoBanue KJIaCCHYECKHX MeTOA0B 3amuThl oT DDoS-aTak

Knaccuueckue metosl 3ammThl 0T DDoS-arak BKitouaoT B ce0s1 MIMPOKUN
CHEKTP TEXHUYECKUX U OPraHU3alMOHHBIX MEpP, HAPABIECHHBIX HAa NPEJOTBPAIICHHE
Y MUHUMU3ALIIO TTOCJIECTBUNA pacpeieIeHHbIX aTak 0TKa3a B 00CIyKMBaHUU.

OcHOBHBIE TTOAXOABI TPATUIIMOHHON 3aIUTHI 0a3UPYIOTCS HA (UIBTPALUH
Tpaduka, OrpaHMYEHHH MPOIMYCKHOW CIOCOOHOCTH, HCHIOJIB30BAHUM CHUCTEM
oOHapyxenust BTOopkeHuid — Intrusion Detection System (IDS) u cucrem
npenoTBpanieHus Brop:keHuii — Intrusion Prevention System (IPS), a taxxe Ha
APXUTEKTYPHBIX PELICHUSAX, TAaKMX KaK OaJlaHCUPOBKA HArpy3Kd M W30S
KPATHYECKN BAXKHBIX PeCypcoB. KiIIOUEBBIM AJIIEMEHTOM B 3TOM CIIydac SBIISIETCS
MOHHUTOPHUHT CETEBOTO TpaduKa C IeJIbI0 BBISIBIICHUS aHOMAJUH, XapaKTepHbIX JJIs
DDoS-arak, nHanpumep, pe3KOro yBEIWYEHHs KOJUYECTBA 3alpPOCOB WIIH
nosiBJIeHUS Tpaduka ¢ moao3puTeabHbix [P-agpecos.

Opnum u3 Hanbosiee pacnpOCTPaHEHHBIX METOJOB SIBISETCS (PUIbTPALIUS
nakeToB 1o [P-anpecam u mopram, 4To MO3BOJISIET OIOKUPOBATH TPAhHK C N3BECTHBIX

BpPEIOHOCHBIX MUCTOYHUKOB. OJIHAKO JTaHHBIM MOJX0JI CTPaJaeT OT HEJOCTAaTOUHOU
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TMOKOCTH U He3()(PEKTUBEH MPOTHB aTaK C HMCIOJIb30BAHMEM IOJACIIBHBIX WU
JUHAMUYECKHA MEHSOIIMXCS aJpECOB.

MeTonbl orpaHuyeHus MPOMYCKHOM crnocoOHOCTH (rate limiting) Mo3BOJISAIOT
CHU3UTh HArpy3Ky Ha cepBep, HO MOTYT MpPHUBECTH K OJOKMPOBKE JIETMTHUMHBIX
M0JIb30BATEJICH MPU BBICOKOM HMHTEHCUBHOCTHU Tpaduka. Vcnonbs3oBaHue cucreM
IDS u IPS nomoraer o0HapyXuTh 1 3a0JI0KUPOBATH MOJO3PUTENBHBIE TTAKETHI, OHAKO
JTAHHBIE CUCTEMBI YacCTO UCHBITHIBAIOT TPYIHOCTH C TOUHOM KiIacCU(UKaIMel Tpaduka,
YTO BEJAET K JIOKHBIM CpadaThIBAHUSIM U MPOMYCKY BPEIOHOCHBIX 3aIIPOCOB [5].

ApPXHUTEKTYpHBIE pEIICHHs], TAKUE KaK OaJaHCUPOBKA HArpy3KH U pacnpeielieHne
PECYPCOB, MO3BOJISIIOT MOBBICUTH YCTOWYMBOCTH BEO-CEPBEPOB, HO HE YCTPAHSIOT
camy NMpUYUHY aTakK.

Kpome Toro, kiaccuueckue METOAbBI YacTO TPEOYIOT 3HAYMTENbHBIX
BBIYUCIIUTEIBHBIX PECYPCOB U PYYHOTO aJIMUHUCTPUPOBAHUS, YTO 3aTPYAHSET UX
MacImTabupoBaHUE U aIANTAIMIO K OBICTPO MEHSIOUIMMCS YCIOBHSM aTaku. BaxxHbM
OrpaHUYEHHUEM SIBIISIETCS TaKKe HECTIOCOOHOCThH TPAIUIIMOHHBIX cHUcTeM 3()(EeKTUBHO
BBISIBJISITH HOBBIE, HEM3BECTHBIE TUITBI DDo0S-arak, 0COOEHHO KOr/ia 31I0yMBIIUIEHHUKA
UCIIOJIB3YIOT CJIOKHBIE CXEMbl MACKUPOBKHU U pacIipe/ieJIeHHbIe OOTHETHI.

Takum oOpa3om, Kilaccuyeckue MeToJbl 3amuThl oT DDoS-arak o6nagator
PSAIOM CYIIECTBEHHBIX OIPAaHUYEHHI: HU3KOW aJalITUBHOCTBIO, BBICOKOM BEPOSTHOCTBIO
JIOKHBIX CpabaThIBaHUH, OTPAaHUYEHHOM CIIOCOOHOCTHIO POTUBOCTOSITH COBPEMEHHBIM
MHOTO(AKTOPHBIM U paclpeielIeHHbIM aTaKaM, a TAK)KE CEpbe3HbIMU TPEOOBAHUAMU

K pecypcaM U KBaIM(PUKALMK ITepcoHaia [6].

HccaenoBanne HHHOBAIIHOHHLIX MOAXO0A0B K 3amuTe oTr DDoS-arak

B 2002 roxy J. Mirkovic u P. Reiher onmy0inukoBaiu pe3yiabTaTbl CBOETO
uccaenoBaHus [7], B KOTOPOM MpejiaraeTcsi HOBbIM nmoaxo/ k 3amure oT DDoS —
npuMeHenue s 3amuThl cucteMbl DDoS Network Attack Recognition and
Defense (D-WARD), paGoTatoiiieit Ha CTOpOHE UICTOYHHMKA aTaKW, a HE HA CTOPOHE

JKCPTBEI.
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CyTp moaxoja 3aki04aeTcs B TOM, YTOObI OOHApYXHUBaTh U OJOKHPOBAThH
BPEJAOHOCHBIN TpaduK eme A0 TOro, Kak OH MOKUHET CEThb-UCTOYHUK U HAYHET
npuuuHITh ymepd. D-WARD — 3T10 cucrema, Kotopas ycCTaHaBIMBAeTCs Ha
IPaHUYHOM MapIIPYTHU3aTOpPE CETH (TaK HAa3bIBAEMOM «BBIXOJHOM pOYTEpeE») U
OTCIIEKUBAET JIBYCTOPOHHUN TpauK MEXy BHYTPEHHUMHU XOCTaMHU U BHEITHUMU
y3i1amMu B uHTEepHeTe. CuctemMa aHaIM3UpyeT HE TOJNBKO 00BheM Tpaduka, HO U €ro
IIOBEJCHYECKUE XapaKTEPUCTUKH, CPaBHUBAsI TEKyILME MapaMeTpbl ¢ MOJEISIMHU
HOpMaJbHOTO Tpaduka.

KintoueBast unes — OOJIBIIMHCTBO CETEBBIX B3aUMOACHCTBUII HUMEIOT
IBYCTOpOHHMHK xapaktep. Hampumep, npu HTTP-3ampoce KIHEHT OTHpaBiisieT
3ampoc, a cepBep Bo3BpaiiaeT oTBeT. Ecnu u3 cetu uaet 6osbiinoi 00beM Tpadurka
Ha OIpe/eNeHHBINH agpec, HO OOPAaTHO MPUXOJIUT MaJO WM COBCEM HET OTBETOB,
3TO MOKET yKa3blBaTh Ha DDoS-araky.

Apxurektypa cucreMbl D-WARD Brirouaer:

1. Komnonent Habmoaenus (Observation Component):

— coOMpaeT CTATUCTUKY IO Kaxaomy BHemHemy IP-aapecy, ¢ koTopbim
oO1Iat0TCsl BHYTPEHHHUE XOCTHI;

— OTCJIEKHUBAECT KOJUYECTBO OTIIPABICHHBIX M TOJYYEHHBIX NAKETOB, UX
00BbeM, BpeMsi MEXy MaKeTaMu;

— xiaccuduiupyet tpaduk no tumam: Transmission Control Protocol (TCP),
UDP, ICMP u t.1.

2. Komnonent orpannyenus (Throttling Component):

— npu OOHAPYKEHUU TOJI03PUTEIHHON aKTUBHOCTH OTPAHUYMBAET CKOPOCTh
OTHpaBKH Tpaduka Ha IIEJIEBOM aapec;

— UCIOJIB3YET aJIallTUBHBIE AITOPUTMBI, TOXOXKHUE HA MEXaHU3Mbl KOHTPOJIS
neperpy3ok B TCP;

— JIMHAaMHUYECKH PETyIUPYET OIPAHMYEHHUS B 3aBHCHUMOCTH OT INOBEACHUS

Tpaduka.
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Cucrema D-WARD wucnonp3yeT CTaTUCTUYECKHE MOJEIU HOPMAJIbHOIO
Tpaduka, co3aHHbIe B Nepuos «o0yueHus». g xaxaoro tuna tpaduka (TCP,
UDP, ICMP) onpenensitoTcsi TUIMYHBIE TApaMETPhl B3auMOJeicTBUA. B pabouem
peXHUME cUCTeMa IMOCTOSHHO CPAaBHUBAET TEKYIIUN TpadUK ¢ STUMHU MOJEIISIMHU.

KitoueBble aTanbl 0OHApyKEHUS:

1. COOp CTaTHCTUKH B pEaIbHOM BPEMEHHU.

Jns kaxxnoro BHenmHero [P-agpeca (¢ KOTOpbIM 00IIAIOTCS XOCTHI 3aIUINAEMON
CETH) CUCTEeMa COOUpaerT:

p_sent — KOJIMYECTBO NAKETOB, OTIPABJIICHHBIX HA TAaHHBIA aJIpeC;

p_Tec — KOJIMYECTBO MAKETOB, MOJYUYEHHBIX OT JJAHHOTO aJpeca;

B sent — konnuecTBO 6ANT, OTIPABICHHBIX HA aJIPEC;

B_drop — konudecTBO OalT, OTOPOIIIEHHBIX U3-3a OTPAHUYECHHS CKOPOCTH;

int_sent — UHTEPBAJI BPEMEHH MEX]y OTIPABISEMbIMU NTAKETAMH;

Int_rec — MHTEPBAJl BPEMEHU MEXAY MOJy4aeMbIMH MAKETAMU;

mean_rt0 — CIJIaKEHHOE CPEQHEE OTHOIICHHE OTIIPABICHHBIX K MOJTYYEHHBIM
MTAKETaM.

2. [TocTpoeHue 1 UCIIONB30BAHKE MOJIeNIel HOPMAJILHOTO TpaduKa.

Hns TCP-tpaduka:

— HopmasibHOe TCP-B3auMoeiicTBUE XapakTepU3yeTcsl OJMU3KUM K €UHULE
COOTHOILIEHHUEM OTIIPABJICHHBIX U ITOJIYyYECHHBIX [TAKETOB;

— Tunu4Hble 3HaueHus: 1,0—-1,2 (¢ yuyerom ceTeBbIX 3aepiKeK U 0COOEHHOCTEMN
peanuzaiuu TCP);

— BbICOKO€ cooTHoleHue (> 3,0) yka3bIBaeT Ha BOZMOXKHYIO aTaKy.

st non-TCP tpaduxa (UDP, ICMP):

— MOJIEJIN CO3Aat0TCs B (paze 00yueHUs: CUCTEMBI Tepe]] 3aIlyCKOM;

— CHCTEMa 3allOMUHAET TUITMYHBbIE 00bEMBI U MATTEPHBI TpaduKa Ui KaKI0ro
THUIIA CEpBUCA.

3. Kimaccuduxanus tpaduka.
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[lepBriii sTan — mpoBepka mo moaenun TCP-tpaduka. Ha stom stame
aHAJIU3HUPYETCS COOTHOILIEHUE KOJIUYECTBA OTIIPABICHHBIX U MOJIYYEHHBIX [TAKETOB
JU1sl Kaxaoro Habmomaemoro [P-anpeca. Eciiu 3To COOTHOIIIEHHE HAXOAUTCS HUKE
YCTaHOBJICHHOI'O IOPOTOBOI'0 3HAYE€HUs, XapakTepHOro st HopmaibHOro TCP-
B3aMMO/ICICTBUSI, TTOTOK KJIacCU(UIIMpPYeTCsl Kak HopMainbHbIN. Eciu sxe Habmonaemoe
cooTHolIeHue mnpesbimaer TCP-nopor, cuctema mepexoauT KO BTOPOMY 3TaIly
IIPOBEPKH.

Bropoii stan — nposepka no monensiMm non-TCP tpaduka. Ha sTom stane
CUCTEMa IMPOBEPsCT, COOTBETCTBYET JiM HaOmoAaeMbii Tpaduxk mnpoduiIto
HOPMaJIbHOM aKTUBHOCTH JiJis AaHHOTO TUMa mpotokosia (UDP, ICMP u np.). Jns
9TOTO HCHOJIB3YIOTCS 3apaHee CO3JAaHHbIE MOJEIM, KOTOPBIE OINHUCHIBAIOT
TUTIAYHBIE TATTEPHBI MOBEJICHUS /I Pa3IMYHBIX THMOB cepBucoB. Ecium Tpaduk
COOTBETCTBYET MPOQPII0, YCTAHOBICHHOMY [UJIsi JAHHOTO THIMAa MPOTOKOJA, OH
KJIacCHPUIMPYETCs] Kak HOpManbHBIA. Ecian cooTBeTcTBHE HE OOHAPYKEHO WU
JUIsl JAHHOTO THMa Tpapuka OTCYTCTBYET MOJENb, MOTOK IOMEYAaeTCs Kak
MOJI03PUTEIBHBIN U TpeOyeT JanbHEHNIIero aHauusa.

4. JleTeKTUpOBaHKHE aHOMAJIHIA.

Cucrema uier cinenyromue npusHaku DDoS-artak:

a) qucbanaHc B IBYCTOPOHHEH KOMMYHHUKAIIMH:

— MHOT'O 3a[IPOCOB, MaJIO/HET OTBETOB;

— pe3K0€ U3MEHEHHE COOTHOLLEHHUS OTIPABICHHBIX/TIOJYYEHHBIX TAKETOB;

0) U3MEHEHUE BPEMEHHBIX XapaKTEPUCTHUK:

— YBEJIMYEHUE NHTEPBAJIIOB MEXKAY OTBETHBIMHU MAKETAMU;

— U3MEHEHHE NMATTEPHA B3aUMOACHCTBHS;

B) aHOMAaJIbHBIN pOCT 0ObeMa Tpaduka:

— PE3KOE YBEJIMUYECHHUE OTIPABIISIEMBIX TAHHBIX HA KOHKPETHBIN aJpec;

— OTCYTCTBHE COOTBETCTBYIOIIETO POCTa B 0OPAaTHOM HampaBICHUH.

5. AnantuBHas KiaccuPUKaIiys MOTOKOB.
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Hopwmanbasie (Normal) — cOOTBETCTBYIOT MOJIENSIM, HET UCTOPHU HAPYILICHUH.

Artakyromue (Attack) — mapameTpsl BEIXOJST 32 JOIYCTUMBIE TPAHUIIBI.

[Tepexonnsie (Transient) — panee kiacCUDUIIMPOBAINCH KaK aTaKylOIIUE,
Terephb BEAYT ceOsi HOPMAJIbHO (TPEOYIOT OCTOPOKHOTO HAOIOICHHUS ).

Uccnenoarenu mnporectupoBayin cucremy D-WARD B koHTpoiupyeMoi
cpene, ucnonsiys peanbabie DDoS-unctpymentst (Trinoo, TFN) u nerutumabii
Tpaduk. Pe3ynbTaThl TECTOB MOKA3AIH:

— cuctema 3pdekTuBHO oOHapyxkuBaeT DDoS-araku B TeueHHE HECKOJIbKUX
CEKYHJI,

— orpanuuenue Tpaduka cHmkaet 3ppexruBHocTh atak Ha 70-90 %o;

— JIETUTUMHBIA Tpaduk MpojoipKaeT padoTaTh, XOTS U C HEKOTOPHIMU
3a/IepKKaMU;

— UCIoab30Banue oTAenbHbIX Mosenel 11 TCP u UDP-tpaduka noBeimaeT
TOYHOCTh OOHAPYKEHUSI.

[IpenmyiecTBaMu JaHHOTO MOAXOA SABISIOTCA [7]:

— paboTa Ha UICTOYHUKE — aTaka OJIOKUPYETCS JI0 TOT0, Kak HaHeceT yuiepo;

— aBTOHOMHOCTb — HE TpeOyeT KOOPAUHAIINH C IPYTUMHU CETIMU;

— aJanTUBHOCTH — MOACTPAUBAETCS MO]] U3BMEHEHHS B CETEBOM TpaduKe;

— COBMECTUMOCTh — MOKET padoTaTh Ha CYIIECTBYIOIIEM 000pYI0BaHUHY;

— IOCTENIEHHOEe BHeIpeHne — 3(Pp(GEeKTUBHOCTh PACTET C YBEIMYCHUEM YHCIIA
3alUIIECHHBIX CETEM.

B 2003 roay uccnenoBarenu C. Jin, H. Wang u K.G. Shin npeacraBunu
WHHOBAIMOHHBIN MOJX0]] K PEHICHUIO MPOOJIEMbI CETEBBIX aTaK C UCIOJIb30BAaHUEM
noanenbHoro (spoofed) tpaduxka — meromuky Hop-Count Filtering (HCF) —
(GUIBTPALMIO TIO KOJIMYECTBY CETEBBIX NEPEX0 0B [8].

OcHoBol MeToJa SIBJIAETCS HAOMIOJIEHHE, YTO 3JI0YMBIIUICHHUK, TPOBOISIIHIMA
ataky ¢ mogmenoi [P-anpeca (IP-spoofing), MoxeT mpon3BoIbHO 3a1aTh moe «IP-

aJIp€C UCTOYHHKA» B IMAKCTC, HO HC MOKCT KOHTPOJIHUPOBATH pCaHBHBIﬁ MapaipyT,
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KOTOPBIM 3TOT MakeT npoitaeT Ao uenu. Koneunslit nosydarens (cepBep) cnocoOeH
OTIPEJICNIUTh PACCTOSIHUE J0 PEabHOTO OTIPABUTENS MaKeTa B XOmax (KOJIUYeCTBE
MPOMEKYTOUHBIX MapIIPyTU3aTOPOB). DTO PACCTOSIHUE SIBISETCS OTHOCHUTEIIHHO
CTaOWJIBHBIM JJI1 KOHKPETHOM Maphbl «MCTOYHUK-HA3HAYEHUE)» B TEUCHUE JITUTEIBHBIX
MIEPUOA0B BPEMEHH.

JIJ1st BBIYMCIIEHUS 3TOTO paccTosiHUS ucnonb3yercs noje Time to Live (TTL)
B [P-3arosioBke. D10 1oje n3HaA4aJIbHO YCTAaHABIMBAETCS ONEPAIIMOHHON CUCTEMOM
OTMPABUTENSI HAa OJHO M3 CTAHJAPTHBIX 3HaueHUil (Hampumep, 64, 128, 255) u
YMEHBIIIAETCS HAa €IMHUILY TIPU MPOXOXKACHUU KaXJ0ro MapuipyTuzaTopa (xoma).
[TonyuuB naker, cepBep aHAIM3UPYET KOHeuHoe 3HaueHue TTL u, 3Has BEpoATHOE
HayaJIbHOE 3HAYECHUE, BBIUUCIISIET MPOUICHHOE KOJIMYECTBO XOMOB.

CepBep 3apaHee, B Mpoliecce JISTUTUMHOTO B3aMMOJICUCTBUSL (Hampumep,
IpY TIEPBOM YCTAaHOBKE COEUMHEHUs), oOydaercs: A kaxaoro [P-anpeca knuenra
OoH BbIMCIsgeT U coxpanser B Tabmuime [P-to-Hop-Count (IP2ZHC) stamonnoe
KOJIMYECTBO XOMOB. [IpH MOCTYMIIEHNH KaXXIOr0 MOCJIEAYIOIIETO MMaKeTa CUCTEMA
CpPaBHUBAET TEKYIIIEE€ BHIYMCICHHOE KOJMYECTBO XOIMOB C COXPAHEHHBIM B TaOJUIIE
sl 3asBieHHOro IP-agpeca ucrounuka. Ecnu 3Ha4eHHsT HE COBHAJAKOT, 3TO C
BBICOKOW BEPOSITHOCTBIO YKa3bIBAET HA TO, UTO IMAKET IPHUILIET HE C TOTO ajapeca,
KOTOPBIN YKa3aH B 3ar0JI0BKE, TO €CTh SBJISIETCS CITY(DUHTOBBIM.

Cepep nonyvaer Bxonsmui naker. [lepBeiM nenom u3 ero IP-3aronoBka
M3BJICKAIOTCS JIBAa KIIHOUYEBBIX NoJst: [P-aapec oTtnpaBuTens — S, 1 KOHEUHOE 3HAYEHUE
nonst TTL, koTopoe nmpunuio B nakere, — T. DTO UCXOHBIE JaHHBIE JUIS AaHAIU3A.

Jlanee He0OXOAMMO BBISICHUTH, C KAKUM HadabHbIM 3HaueHueM TTL maker
MOKUHYJ KOMIBIOTEP-UCTOYHUK. ODTO BO3MOXKHO, IMOTOMY YTO OOJBITUHCTBO
ONEPALMOHHBIX CUCTEM UCIOIb3YIOT AJISl OTIPABKU MAKETOB OJTHO U3 CTaHAAPTHBIX
HayaJIbHBIX YHCEJI, Jallle Bcero 31o 64, 128 mumm 255.

CepBep aHanM3UpyeT MOJTYYEHHOE 3HadeHue T, 4yTOOBI OMpEeNeIuTh UCXOHOE

To. [Ipumensiercst mpocras 3Bpuctuueckas jgoruka. Ecnu 3nauenue T 6ompiie 128,
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TO, CKOpee BCEro, makeT craproBai co 3HadeHueM 255. Eciu T Gombme 64, To
BEPOSITHBIM HayalbHBIM 3HaueHueM Obu1o 128. Bo Bcex ocTaibHBIX Ciiydasx IO
yMOJIYaHUIO O0OBIYHO TpuHUMaeTcs To paBHbIM 64. J[Jis MOBBIIEHUS TOYHOCTH
MOTYT HCIIONB30BaThCAd OoJiee JeTanu3upoBaHHBIC TaOMUIbI, YUYWUTHIBAIOIINE
cnenu@UKy pa3IMuYHbIX ONEPAMOHHBIX CUCTEM U YCTPOMCTB.

[Tocnie ycTaHOBIIEHMS HAYaJbHOTO 3HAYEHHUS 1o BBIUMCISAETCS KOJIMYECTBO
MPOUIEHHBIX TMAKeTOM XOmoB (Mapmipytu3aTopoB) mo dopmyne: He = To — T.
Pesynbrar He — 3TO M ecTh pacueTHOE pacCTOSIHUE OT CEpBEpa 0 OTIPABUTEIA
MaKeTa B JAHHBIA MOMEHT.

Ha cnemytomem mare ceppep oOpariaeTcsi K CBOe BHyTpeHHeEN 0aze 3HaHWM —
Tabnuie cooTBeTcTBUs [P-afipecoB M KoiauyecTBa XOMOB, KOTOpas CO3/aeTcsi B
nepuoJi JeruTuMHoro ooMena nanueiMu. [lo IP-anpecy S, ykazannoMy B makete, B
ATOM TaOJHIIE UILIETCS COXPAHEHHOE ATAJIOHHOE 3HAYEHHE KOJIMYeCcTBa X0omoB — Hs.

Hacrtynaer stan mnpoBepku. BeruuciieHHOE TONBKO 4TO 3HadeHue He
cpaBHUBaeTca C 3TalOHHBIM Hs, HaiinenHsiM B Tabmuie. HeoOxoauMo mpUHSTH
pelIeHne O JETUTUMHOCTH ITaKeTa.

Ecnu 3nauenue Hc copnanaer ¢ Hs uinm HaxomuTes B mpeaesiax HeOOIbIIOTro
JOITyCTUMOTO OTKJIOHEHMS], HAIPUMED, TUIFOC-MUHYC OJIMH WM JBa XOIa, TO MaKeT
NPU3HACTCS JISTUTUMHBIM. Takoe OTKJIOHEHUE MOXKET ObITh BbI3BAHO HE3HAYUTEIbHBIMU
M3MEHEHUSIMU B MapIIPYTU3ALUKU CETH. JTOT MAKET MEPENAETCs TaJlee Ui CTAaHAAPTHOM
00pabOTKH CEPBUCOM UJIM MPUIIOKEHUEM.

Ecnu ke BBIUMCIIEHHOE KOJNYECTBO XONOB He CyIIeCTBEHHO OTiIMYAETCs OT
COXpaHEHHOTo 3TaoHHoro Hs, maker kiaccuduiupyercs Kak CIy(QUHTOBBINA, TO
€CTh NO/IEIbHBIN. JIoruka ciienyronas: peanbHblii MapLIPyT OT IIOCTOSTHHOI'O KJIMEHTA
JI0 CepBEpa HE MOXKET M3MEHUTHCS KAPAMHAIBHO 32 KOPOTKOE BpEMs, MOITOMY
TaKo€ HECOOTBETCTBHE FOBOPUT O TOM, YTO OTIPABUTEND yKa3an uyxoil [P-aapec.

B 3axmounTtensHOi (ase, KOTopasi Ha3bIBACTCSl PEKUMOM JICHCTBHSA, CUCTEMA

NPUMEHSIET MOJIMTUKY K MaKeTaM, IPU3HAHHBIM ciy(uHTOBBIMU. B paboyem pexrime
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TaKWe MaKeThl He MepeiaTcs Ha 00paboTKy, a HEMEIJICHHO OTOPACchIBAIOTCS. DTO
JefcTBUE OJIOKUPYET aTaky, MPeJoTBpallas UCIOJIb30BaHUE MOAEIbHBIX TAKETOB
JUISL TIEPErpy3Ku cepBepa Uiu 00X0/1a CUCTEM ayTeHTU(PUKaLKH [§].

B 2004 rony uccnenoBarenu nentpa Ultra-Broadband Information Networks
T. Peng, C. Leckie, K. Ramamohanarao omy0mimkoBanu crathio «Proactively Detecting
Distributed Denial of Service Attacks U sing Source [P Address Monitoringy [9].

Tpamumumonusie MeTonsl 3amuThl 0T DDoS-atak aHaIM3UPYIOT 00BEM
Tpaduka, HO UMEIOT CEPhE3HBIC HEOCTATKU: OHU HE OTIMYAIOT peajbHbIC aTaKh OT
JIETUTUMHBIX BCIUIECKOB TpaduKa (Harmpumep, Ipyu HOBOCTH Ha MOITYJIIPHOM CaldTe) U
IJI0X0 OOHAPY’KUBAIOT BBICOKOPACHPEEICHHBIC aTaKu, TN KaXAbld HCTOYHHUK
OTHPABJISET MAJIO TaHHBIX.

HoBoe pemenne — Source [P Address Monitoring (SIM), ocHoBHast ujest
KOTOPOTO 3aKJIF0YAETCs B CIEAYIOIIEM: BMECTO aHan3a 00beMa Tpapuka cuctema
CJIEUT 3a MOsIBIEHHEM HOBBIX [P-anpecoB. T0 ocHOBaHO Ha HAOJIOJEHUU, UYTO B
teueHue DDoS-ataku GonbiinHcTBO [P-afapecoB ABISIOTCS HOBBIMU AJIS KEPTBHI,
TOTJla Kak MpH JErMTUMHOM Bciuiecke Tpaduka (flash crowd) OonbmmHCTBO
MOJIb30BATENICH yKe ObUIM Ha caiiTe paHee.

[Ipoiiecc coCTOUT U3 HECKOIBKUX ITAIMOB.

Bo-nepBrix, co3naercs 6a3a «HopManbHbIX» [P-agpecos — Integrated Access
Device (IAD). Cuctema obyuaetcs Ha yncToM Tpaduke 6e3 atak, u Bce [P-aapeca,
NOSBJISIONIMECS B 3TOT MEPUOJ, COXPaHSIOTCA. ba3a MOCTOSHHO OOHOBISETCS:
N100aBIIAIOTCS. HOBBIE JIESTUTUMHBIE ajpeca, YAaJSItoTcs crtapbie. i onpeneneHus
JETUTUMHOCTU MCHOJB3YyeTCsS MpOocToe mpaBmio, Hanpumep, TCP-coenunenue c
MEHEee ueM 3 MaKeTaMU CUUTACTCS MOJA03PUTEIbHBIM.

3aTeM HIET MOHUTOPHUHT B pealbHOM BpeMeHU. Kax/ible HECKOIbKO CEKYH/I
cuctema cobupaet yHuKkaiabHbie [P-anpeca u3 Bxopsiiero Tpaduka, CpaBHUBAET UX
c 0a30i1 «kHOpMaJIBHBIX» aJPECOB U BBIUUCIAET J0JII0 HOBBIX [P-anpecoB (CKOIbKO

IMPOLCHTOB aAPCCOB IMOABUIINCH BHCpBBIe). DTO0 KJIHUYEBOM ITOKA3aTeb.
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Jlist oOHapykeHus: aHOMaIMi ucnosiab3yercs yMHbIi anroputm CUSUM.

B HOpMasibHOM pekuMe J0Jii HOBBIX apecoB OJM3Ka K HYJI0. AJTOpUTM
paloTaeT Mo MPUHIMITY HAKOTUIEHUS J0KA3aTeIbCTB: €CIIM HOBBIE a/Ipeca MOSIBIISIOTCS
AMU30AUYECKH, HUYErO0 HE MPOUCXOJUT; HO, €CIM OHU MPOJOJDKAIOT MOSBIATHCS
CTaOMIIBHO, CUCTEMA «3aroMuHaeT» 3To. Korjga «HaKOIIEHHBIX J0Ka3aTeIbCTBY
CTAHOBUTCS JOCTATOYHO, CpadaThIBaeT CUrHAN 00 aTake. JTO MO3BOJISIET OTCIICKUBATD
Jaxe ciadbie, HO MPOIOIKUTEIbHBIC AaHOMAJIHH.

CucreMa UCIONb3YET IBYXYPOBHEBYIO MPOBEPKY.

[lepBblil ypoBEHb NpeIHA3HAYEH AJI1 OOHAPYKEHUS MPOCTHIX aTaK: OH ULIET
otnenbHbie [P-anpeca ¢ anomanbHO BBICOKUM Tpadukom, 4To 3((PEKTUBHO MPOTHUB
aTaK OT OJJHOTO WJIM HECKOJbKUX UCTOYHHUKOB.

Bropoii ypoBeHb (OCHOBHOI) TIpeIHA3HAYECH JIJIs1 OOHAPYKEHHUS pacTIpeIeIICHHBIX
aTak: OH MOHHUTOPUT HMMEHHO JOJI0 HOBbIX [P-aapecoB u crnocoOeH BBISIBUTH
«TUXHE» aTaKU C THICAYBIO MCTOYHUKOB, KaXJbII M3 KOTOPHIX OTIPABIISIET MAJIO
JTAHHBIX.

Korma araka oOHapyxeHa, cuctema pearupyer. AKTUBUpyeTcs (UIBTD,
KOTOPBI OTpaHUYMBAET TpapuK C HOBBIX, MOA03pUTENbHBIX [P-anpecoB. Ecnu
aTaka mnpekpamiaercsi, GUIbTp OTKIIOYaeTcs. B HOpMalbHOM pexuMme cucrema
npoaokaeT (oHOBOE 00yueHue, OOHOBISSA 0a3y JaHHBIX JISTUTUMHBIX aJpeCcOB.

Pe3ynbpTaThl TECTHpOBaHUS TOKA3ald BBICOKYIO 3(PGEKTUBHOCTH JAHHOTO
MeToa. ToyHOCTh OOHapY>KEHUsI OYeHb BbICOKA: Ha rpanuie ceTH (first-mile) — 99 %
TOYHOCTH Ja)ke Mpu Bcero 2 HOBbIX [P-anpecax B atake; mepen cepepoMm (last-
mile) — 100 % tounoctu npu 18 HoBbIX [P-anpecax. CpabaTbiBaHME TPOUCXOIUT
obicTpo — B TeueHue 10-80 cexkyHI, mpu STOM CHUCTEMa HE JaeT JIOXKHBIX
cpaOaThiBaHUN Ha JETUTUMHBIX BCIUIECKax Tpaduka, B OTIWYUE OT METOJIOB,
OCHOBAaHHBIX Ha 00beMe. BaxkHO, UTO Harpy3ka Ha CUCTEMY HU3Kas: B TECTaX OHA
oOpabarsiBania Tpaduk co ckopocteio 10 10 ['6ut/c, MCHonb3ys MpU 3TOM Malo

BBIYUCIIUTCIIBHBIX PCCYPCOB.
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[Ipeumy1ecTBa METO1A 3aKJIFOYAOTCS B HECKOJIBKHUX aCIIEKTaX.

Bo-niepBhiX, ero cioxxHo 0060iTH aTakyromiemMy. YToObl n30ekaTh OOHapYKEHUS,
3JIOyMBIIUICHHUKY HY>XHO HCIOJIb30BaTh TOJILKO «cTapbie» I[P-ampeca w3 0asbl
JaHHBIX >kepTBbL. Ho it 3TOro Tpedyercss MpoBECTH MPEABAPUTENHHYIO Pa3BEKY,
4YTOOBl «3aCBETUTH» 3THU ajJpeca B JIETUTUMHOM TpaduKe, WM HCIOJIb30BATh
peaibHbIe, MOAKOHTPOIBHBIE KOMITBIOTEPHI, KOTOPHIE 3aTeM MOKHO Oy/ET OTCIEIUTh
1 3a0JI0KUPOBATH.

Bo-BTOopbix, MeTon1 3h(pekTUBHO paboTaeT MPOTUB COBPEMEHHBIX, U30IIPEHHBIX
aTak, 0COOCHHO BBICOKOPACIPEIEICHHBIX (ThICSYM UCTOYHUKOB) U «THUXUX» (MaJio
TpaduKa OT KaXKJI0TO NCTOYHUKA).

B-TpeThux, OH yHUBEpCaICH U MOXKET ObITh Pa3BEPHYT B PA3HBIX TOUKAX CETH:
Ha TPaHUIIe MHTEPHET-TIPOBaiIepa, Iepe]l CEPBEPOM HITH B IIEHTPE 00paOOTKHU JTAHHBIX.

[IpakTrueckuit mpuMep HarssITHO MOKa3bIBaeT pasHuIly. CUTyallus: MOMyJISPHBINA
calT oOBSBISIET KOHKYPC, U HA HErO HNPUXOAST THICSYM JISTUTUMHBIX IMOJIb30BaTENEH.
Crapas cuctema 3alllUThl, aHATU3UPYIOIIas 00beM, YBUAUT PEe3KHil pocT Tpaduka,
pemmt, uto 3T0 DDoS-araka, U 3a0JOKUpyeT [OCTYN, OCTABUB pPEaJbHbIX
noJib3oBaTenen 3a 6oprom. HoBas cucrema SIM mocTynut uHave: oHa MOCMOTPUT
Ha [P-ampeca, yBuaut, 4to OOJBIIMHCTBO M3 HHUX YK€ OBbUIM Ha caiiTe paHee,
cZieNaeT BbIBOJ| O JISTUTUMHOCTH BCIUJIECKA U MPOITYCTUT BCEX MOJIb30BaTENCH.

bynymee pa3BuTMe MeToja BKIIIOYAET B ce0S KOMOMHAIMIO C JAPYTUMH
napamMeTpamu Tpaduka i MOBBILIEHUS TOYHOCTH, CO3JAHHUE PACIPEIEICHHOU
CUCTEMBI OOHApY’>KEHHUsA, TIJ€ HECKOJbKO Yy3J10B OOMEHMBAIOTCA [AaHHBIMH, U
aJIanTaIuIo 1O/ HOBBIE CETEBbIEC TEXHOJIOTHH, Takue Kak [Pv6 1 obnaunbie CepBUCHI.

Takum obOpazom, meton SIM NpUHIMIUATIEHO MEHSIET MOJXO0/ K 3allUTE OT
DDoS-atak, cmemas (okyc ¢ Bompoca «CKOJIbKO Tpaduka?» Ha BOIPOC «KTO
otnpasisier Tpaduk?». DTO MO3BOJAET TOYHO OTJIMYATHh peajbHbIE aTakd OT
HOpMAaJIbHON aKTUBHOCTU M o0OecreunBaTh 3((HEKTUBHYIO 3alIUTY JaXe OT CaMbIX

CJIO’KHBIX M pacipeeIeHHBIX yrpo3 [9].
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Poccuiickue uccnenoparenu nmpodiaembl DDOS-atak 6pumu O.C. TepHoBOI 1
A.C. latoxun B 2012 roay BBIABUIM cieayroliue mpooaemsl [10]:

1. [To3aHee oOHapy KEHHE: €CIM 37I0YMBIITUIEHHUK HAYMHACT aTaKy IMOCTEIIEHHO
(«THXYI0» pa3BelIKy WIM MEIJICEHHOE HapalluBaHHE), CTATUCTUYECKUE TPaHULIbI,
paccYUTaHHbIC 110 MOCJIETHUM JAHHBIM, TAKXKE TUIABHO CIIBUTAIOTCS, U aTaka J0JIro
OCTAETCS HE3aMEUYEHHOM.

2. Jloxnble cpabaThiBaHHs: CeTeBas Harpy3ka 3aKOHOMEPHO MEHSETCS B
TEUEHUE [HS, Helnenu (HampuMmep, pPocT B pabodee BpeMs, CIal HOYBIO U B
BBIXOJIHBIE). MeToa 0e3 ydeTra 3TUX IHUKIOB JIMOO J1a€T MHOIO JIOXKHBIX TPEBOT
(pu KOPOTKOM TEPUOJIE aHANIM3a), JINOO MPOITYCKAEeT pealibHbIe aTaKu B MEPUOJIbI
HU3KOW Harpy3kH (MpH IJIUTEILHOM MEPUOJIE aHATTU3A).

[Ipennaraemoe UMH pelieHUue — y4eT CE30HHOCTH (IIMKIMYHOCTH) TpaduKa.
OnHo noapa3zymeBaer:

— CTPYKTYpHUpOBaHHE MaHHBIX: CETeBOW Tpaduk (HampuMmep, KOJIUYECTBO
3alpOCOB B Yac) MPEJICTABIACTCS B BUE MATPUIIbI, T/I€ KaXKaasi CTPOKa — CYTKH, a
KK/l cTON0E1] — OJIMHAKOBBINA Yac B 3TUX CyTKaX;

— aHalli3 MO0 «IOXO0XUM» IEePUOJaM: BMECTO aHAJIN3a IMOCIEH0BATEIbHBIX
MHTEPBAJIOB BPEMEHHU, ISl BBIYMCIICHUS! HOPMAIbHBIX 3HAUEHUN W TPAHUI] AaHOMAIUN
UCIIOIb3YIOTCS JAHHBIE U3 OJITMHAKOBBIX BPEMEHHBIX CJIOTOB Pa3HBIX JTHEH;

— HWCKJIIOYEHHE aHOMAJbHBIX MEPUOAOB: U3 aHAIN3a UCKIIOYAIOTCS JTaHHbIE
MPa3IHUKOB U BBIXOJAHBIX, YTOOBI CPAaBHEHHUE OBLIIO PEIICBAHTHBIM.

[Ipennaraemplii Moax0 ] ObLT MPOTECTUPOBAH HA PEaTbHBIX JIOrax BEO-CEPBEPOB
Apache, cogepraimx kak HOpMaJIbHbINA Tpaduk, Tak U nepuoabl DDoS-arak. C yuerom
CE30HHOCTU OH T03BOJIUJI OOHAPYKUTh aTaky B 4 pa3a ObICTpee, YeM TpaJIUIIMOHHBIC
METO/IbI IPH 3HAYUTEILHOM COKPAIICHUH YHCIIa JIOKHBIX cpadaTeiBanuii [10].

Taxxke B 2013 romy E.B. Ilep6a u /I.A. BonakoB pa3zpaboranu cuctemy
oOHapyxeHuss DDoS-arak Ha OCHOBE MOJIETUPOBAHUS CETH KaK CUCTEMBI MacCOBOTO

00CITyKUBAHUS U OIIEHKH BEPOSTHOCTH MOTEPH 3as1BOK [11].
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OcHoBHas ujaes MOAX0a 3aKII0YAeTCs B TOM, YTOOBI CHadajaa U3y4uTh, KaK
CeTb BefleT ceOs B HOPMAIIbHBIX YCIIOBHUSX, U 3a()MKCUPOBATh STAJIOHHBIE ITOKA3aTeNN
Tpaduka. 3aTeM, B PEKUME PEATbHOTO BPEMEHU, CUCTEMa MIIET OTKJIOHEHHS OT
3TON HOpPMBI. [ aHamM3a MOTYT HMCIOJIB30BAaThCS PA3MUHbIC CTAaTUCTUYECKUE
METO/Ibl, HO HU OJIMH U3 HUX HE SIBJISICTCS] YHUBEPCAIbHBIM PEIICHUEM.

B kadecTBe mMaTeMaTHM4eCKOM OCHOBBI aBTOPBI MPEHJIaraloT HUCMHOJIb30BATh
TEOPUI0 MacCcOBOTO oOciyuBanus. CeTb MOJETUPYETCS KaK CUCTEMa O4Yepenei,
rJie TMOCTyHarolue 3amnpockl (3asiBKM) oOpalarbiBatoTCa y3iamu. Ecnu yzen
MEPErpy>KEH U €ro ouepeb 3aroaHeHa, 3anpoc Tepsercs. B HopManbHOM pexume
paboThI BEPOSITHOCTH TAKOW MOTEPH HEBEJIMKA U CTa0MJIbHA.

Cytp MeTona OOHapy»KEHUsI aTaKh CBOJUTCA K HEMPEPLIBHOW OLICHKE
BEPOSITHOCTH TOTEPH 3anpocoB B 3Toi mozaenu. Korga Haunmnaercs DDoS-araka,
MOTOK 3aIPOCOB PE3KO BO3PACTACT, Y3JIbl MIEPETPYKAIOTCS, OUEPEAH 3aOJIHIIOTCS,
U BEPOSTHOCTH MOTEPh 3HAUUTEIBHO yBenuunBaercs. Cucrema OTCIEKUBAET ITOT
CKAuOK M MHTEPIPETUPYET €ro KaK MPU3HAK aTaKH.

Jliia peanmuzaiiuu 3TOro MpUHIKMIIA AaBTOPHI Pa3paboTalid apXUTEKTYPy CUCTEMBI,
KOTOpasi LHMKINYSCKH BBITIONHAST CISAYIONINE JICUCTBUSA: COOp CTAaTHCTUKH O
Tpaduke; OOHOBJICHHE MApaMETPOB MATEMaTHYECKOM MOJIENH CETH; pacueT TEeKYIeH
BEPOSITHOCTU TOTEPh U CPAaBHEHUE €€ C MOPOrOoBHIM 3HAUYCHHEM (IIPEBBIIICHUE
ropora IMPUBOJIUT K TeHEepalluK CUTHAJIA 00 aTake).

BaxxupiM orpaHndyeHrEeM METO/a SIBJISETCS €r0 3aBUCHUMOCTh OT CTaOMJIBHOTO,
YCTAaHOBUBIIETOCS pekuma padboThl cetu. Meton xopouio paboTaer, Korja CeTh
HaxOJHWTCS B PaBHOBECHM, HO BO BpEMs CaMOI'0 Haudajla aTakd WIA B JpYyrue
MOMEHTBI PE€3KOr0 U3MEHEHUSI HArpy3KU BO3HUKAET MEPEXOAHbIN mporecc. B atot
MepUOJl MOJICSIb MOKET Jl1aBaTh HETOYHBIC PE3yJIbTaThl, U aTaka MOXKET OCTAThCS
HE3aMEUEHHOW WM OBITh ONMPEACIICHHOW C 3aJIep)KKOM. ABTOPHI OTMEUYAIOT, YTO
OIICHKA JTUTEIIBHOCTH 3TOTO MEPEXOTHOTO Mepruoja U cpaBHeHHE Y (HEKTUBHOCTH

UX METOJa C IPYTUMHU MOAX0aMU — ATO 3a7a4M I Oy ayIux uccienoBanuit [11].
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A B 2023 rony A.C. KnuMeHkoBa NpOBOAWIIA HUCCIEAOBAHHUE 331ad IO
K10ep0Oe30MacHOCTH, YTO MO3BOJIMIIO TIEPEUTH OT MACCUBHBIX METOAOB 3aLIUTHI K
aJanTUBHBIM CTPATErMsIM, YUYUTHIBAIOIIAM MTOBEICHUE 3JI0yYMBIIUICHHUKA [ 12]. DTO
3QJI0KUAJI0  OCHOBY JUISI CO3[aHUSI MHTEJUIEKTyaJbHBIX CHUCTEM, TaKHX Kak
Syncookied, koTtopeie HE TOJABKO GUIBTPYIOT TpaduK, HO W JAUHAMHUYECKHU
ONTHUMH3UPYIOT apAMETPhI 3aLIUThl HA OCHOBE MOJIEIH «3aILIUTHUK—HAPYIIUTEIIb)
C MCIOJIb30BaHUEM KOHUENIMHU paBHOBecus Hama.

[Tponecc pabdotel cuctemsl Syncookied HaumHaeTcs ¢ 3Tana oOHAPYKEHUS
DDoS-araku, Hanpumep, SYN-¢dayna, Ha 3amminaemslii cepep. Takas aTtaka
XapakTepu3yercsi MaccoBOMl oTnpaBkoil SYN-MakeToB ¢ LEIbI0 HCUEpHaHUA
pPECYpCOB cepBepa Ha YCTaHOBJIEHUE COCTUHEHUN.

[Tocne BbIsIBIIEHUS] aHOMAaJIbHOW aKTUBHOCTHU CHCTEMA aKTUBUPYET MEXAHU3M
3amuThl. Ha MapmipyTtusarope HacTpauBaeTcsi cratuyeckas mnpusizka [P-agpeca
arakyemoro cepepa k Media Access Control (MAC)-aapecy mexceTeBoro skpana. B
pe3yibTaTe BeCch BXOASMIMM  Tpaduk, mpeAHa3HAUEHHBIM [ cepBepa,
NEPEHAIIPABIISIETCS. HE HAIPSIMYIO, a Yepe3 TOT IKpaH, KOTOPbIA oOnagaeT Oonbiien
MPOITYCKHOM CITIOCOOHOCTHIO U BBIYUCIIUTEILHBIMU PECYPCaMHU It 00pabOTKM aTaku.

Korma mexcereBoit skpan nonyyaetr SYN-maker, OH HE CO3/1aeT 3aIluch O
COCIMHCHUH B CBOEW TaOJHMIIE COCTOSHHM, KaK A3TO JeJaeT OOBIYHBIA CepBep.
BwmecTo atoro on mcnonb3yer MmexanusMm SYN-cookie. DTOT MexaHHU3M TO3BOJISCT
creneprpoBath oTBeTHbIM SYN-ACK naker, B KOTOpOM HOMEpP MOCIIEN0BATENBHOCTH
(sequence number) koaupyet uHpopmanuo o coequnenun. Cookie hopmupyercs
Kpunrorpadguyecku CTOMKUM criocoOoM Ha ocHoBe anroputMa SHA1, cekpeTHOro
KJII0Ya, METKM BPEMEHHM M OCHOBHBIX MapaMmeTpoB coeauHeHus — [P-anpecoB u
MOPTOB OTIPABUTENS U MOIYUYaTES.

Hcnonb3oBaHne METKM BpPEMEHM HAaKJIaJbIBaeT OTrPAHUYEHUE Ha BpeMs
XKHU3HU cookie, HampuMmep, MakKeT, MPULISAIINN dYepe3 uac, OydeT CUMTaThCs

HCBAJIMIHBIM.
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OTOT MOAXO0/ KapANHAIBHO CHUYKAET HArpy3Ky Ha MMaMsTh U MPOLIECCOP, TaK
KaK COCTOSTHUE COCMHEHUSI HE XPAHUTCs, & BOCCTAHABJIMBAETCS U3 camoro cookie
pu nostyyeHnu noareepxkaaromero ACK-makera oT KJIueHTa.

Ecnu xnueHT sABisieTcst neruTUMHBIM M oTBedaeT ACK-makeTom, TO 3TOT
naker OyJaer conepkaTtb Homep mnoarBepxkaeHus (acknowledgment number),
KOTOPBIN HA €IMHUILY OOJIbIIIE CTEHEPUPOBAHHOTO cookie.

MexcereBoit skpan, mnonyunB ACK, mpoBepsieT €ro BallUJHOCTH:
pacmippoBbIBaeT cookie, cBepsSeT METKY BPEMEHHM M CEKpeTHbIM kitou. Ecnu
IIPOBEPKA MPOXOAUT YCHEIIHO, 3KPaH IMOHUMAET, YTO 3TO OTBET Ha ero ke SYN-
ACK, # 9TO coelMHEeHHE JTOJKHO ObITh YCTAHOBJIEHO. 3aT€M OH MEHSET B MaKeTe
MAC-anpec Ha MAC-anpec HacTOSIIErO 3alIUIIAEMOT0 CEPBEPA U OTHPABISAET
MaKeT JaJibllie B CeTh. 3amuiiaemMbliii cepBep nonydaer ACK-maker, cuuraer, 4To
TPOMHOE PYKOIMOXKATHE MPOIILIO YCHEIIHO, U IEPEBOIUT COCIMHEHUE B COCTOSIHUE
ESTABLISHED. Ecnu xe cookie HeBaJMIEH WIM HUCTEK €ro CpoOK, MakKeT
0e3xanocTHO oTOpackiBaeTcs. TakuM 00pa3oM, aTakyrollue MakeThl, KOTOphIE HE
3aBepIIAIOT PYKOMOKaTUE, HE OXOJIAT JJO CEPBEpPa U HE PACXOYIOT €ro PECYPCHI.

ITocne ycTaHOBJIEHUS COEIMHEHMS CUCTEMA IIPOJOJIKAET €ro OTCIIECKUBATh,
BeJIsl TAOJIMILY COCTOSIHUM JJI yKE BaJTUAUPOBAHHBIX ceccuil. B Hel pukcupyroTcs
cocrosinust tumna Established, Closing, a Takxe TaiimMayTbl Uii HEaKTHBHBIX
COEIUHEHUI. DTO MO3BOJISIET KOPPEKTHO 3aBepuUlaThb CECCMM U OCBOOOXAATH
pecypcbl. Ilocne TOro kak MHTEHCHMBHOCTb AaTaKU CHUXKAETCS J0 HOPMAJIbHOTO
YPOBHS, CUCTEMA 3alUThl OTKJIO4aeTcsa. /i1 3Toro Ha MaplIpyTH3aTope yIalseTcs
cTaTU4Yeckasi MpUBsI3Ka, U BeChb TpauK CHOBA HAYMHAET MOCTYMNaTh HAIMPSMYIO K
LEJIEBOMY CEPBEPY, IIPU ITOM y>KE€ YCTAHOBJICHHbIE COEAMHEHUS HE Pa3pbIBAIOTCS.

[TapasienbHO ¢ 3TUM TEXHUYECKUM MEXaHU3MOM (DYHKLHMOHHPYET TEOPETHKO-
UTpoBasg MOJENb, KoTopas ¢opManu3yeT KOH(PIUKT MEXIy 3al[UdTHUKOM
(aIMMHHCTPATOPOM CETH) U HAPYIIUTENIEM (3JI0YMBILIIEHHUKOM, HHULUAPYOLIIUM

DDoS-araky).
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B oaTo#i cratmueckoll Wrpe KaXKAbl MITPOK BHIOMPAET CBOIO CTPATETHIO,
CTPEMSICh MAaKCUMHU3UPOBATh COOCTBEHHYIO MOJIE3HOCTb.

CrpaTterneil 3amMTHUKA SBISCTCS BBIOOP JBYX KIFOUEBBIX TOPOTOBBIX
snauenuii: E1 u Ex (mpuuem E; < E1). 3T moporu ucnomb3yroTest 1ist KiaccuuKamm
Bxoasmero tpapuka ot Kaxgoro IP-agpeca (y3nma) Ha ocHOBe 0OIIei MOJIOCHI
IPOMYyCKaHMsl, KOTOPYIO MOTPEOISIOT €ro MOTOKH (Tu).

CrpaTerueil atakyromiero SBISETCS BHIOOP KOJWYECTBA KOHTPOIUPYEMBIX
UM Yy3JI0B (M) ¥ KOJIMYECTBA aTaKyIOIIUX MOTOKOB (1), 3aITyCKaeMBIX C KaXI0T0 y3Ia.

Ha ocuose nmoporos Ei u E; cTpositcst aABe curmouansie GyHKUNU-PUITBTPHL,
Fi1(x) u Fa(x), rae X — 3170 ob1ras norpediisiemas y3ji0M Ioj0ca MPOnyCKaHus. DTH
S-00pa3Hbie KprBbIe MOICTUPYIOT BEPOSTHOCTHOE PEIICHHE OpaHaMayapa:

— Fi(x) ompenensier BepoATHOCTH Oe3ycinoBHOro orOpaceiBanus (drop)
nakeToB oT y3ja. OHa OnM3Ka K HYJIO MPU HU3KOM X U PE3KO BO3PACTAET,
PUOINKASCh K €IMHUIIE, KOT/Ia X TIpeBbImaeT mopor Ei;

— F2(X) ompenensier BeposTHOCTh nepeHarnpaniieHus (redirect) Tpaduka B
cnenuanbHyo JoByHIKY (honeypot). OHa akTuBUpyeTcs Ha OoJiee HU3KoM nopore Ep.

N3 »stux nByx (GyHKIMA BBIBOJSTCS TPU HWTOTOBBIE BEPOSITHOCTU IS
Tpaduka oT JIFOOOTO y37a:

— BEPOSTHOCTB OBITH 0TOpoIeHHbIM: Fq = F1(X);

— BEPOSTHOCTH OBITH MEepeHanpaBieHHbIM B JTOBYIIKY: F; = Fa(x) (1 — Fi(x));

— BEPOSITHOCTh OBITh MPOMYIICHHBIM K 1iefieBoMy cepBepy: Fa = (1 — Fi(x)) X
x (1 —Fa(x)).

JloByIliKa CIY>KUT JJIS U3YYEHUS TAaKTUKH aTaKyIOIIETO M OTBJICYCHHS €To
PECYPCOB, HO €€ UCTIOJIF30BaHNE COMPSHKEHO C 3aTpaTaMu JJis 3allUTHHUKA.

Brrurpeii (1mMoie3HocTh) KaxkI0ro Urpoka (popmannsyercs: Kak B3BEIICHHAs
CyMMa HECKOJIbKUX KOMIIOHEHTOB.

Jns atakyroniero (V?) ato:

— MOJIOYKUTEIBHBIN BKJIa]T OT JOJIM 3aXBaYEHHOM MM TI0JI0CHI TpoITyckaHus (V) bd);
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— IOJI0KUTEIbHBIA BKIAJ OT JOJIM IOTEPSAHHBIX JETUTUMHBIX OTOKOB (Vid);

— OTpHUUATENBHBIN BKJIa/ OT 3aTpaT Ha KOHTPOJIb aTaKyroHuX y310B (Vc);

— OTpHMUATENBHBIN BKJIaJ OT HOTOKOB, IIEPEHANPABIECHHBIX B TOBYIIKY (Vio).

Jlnst samuraEKa (V) KOMIIOHEHTEI Te %€, HO ¢ IIPOTUBOIIONOKHBIMU 3HAKAMU: OH
CTPEMUTCS MUHUMHU3UPOBATh yIEpO OT 3axBaTa MOJOChl U TMOTEPU JIETUTUMHOIO
Tpaduka, HO MOJTydYaeT BHITOMY OT 3aTpaT aTaKyIOIIEro W OT TepCHANpaBICHUS
Tpaduka B JOBYMIKY (TIOJy4eHHE pa3BeaslaHHbIX). BecoBbie K03 UIIMEHTHI (W)
OTPaXKarOT BAKHOCTH KKJOTO KOMIIOHEHTA JIJIi COOTBETCTBYIOIIETO HTPOKA.

enb ananu3za — HaiiTk paBHOBecue Hama B 31O Urpe, To €CTh Takoil Habop
ctpareruit (m, u, Ei, E2), npu xoTopom HU aTakyrouui, HA 3alIUTHUK HE MOTYT B
OJIMHOYKY HW3MCHHUTH CBOIO CTPATETHI0 W YBEIWYHUTh CBON BBIUTPHIII, €CIIH
IPOTUBHUK CBOIO CTPATETHIO HE MEHSET. DTO COCTOSHUE MPENICTaBIsAeT COOOU
yCTOMYMBOE, ONITUMAJILHOE C TOYKH 3PEHUSI TEOPUU UTP pelieHre Konduukra [12].

Takum oOpa3oM, WHHOBAIIMOHHBIE TOAXOABI K 3aIlUTe BEO-CEPBEPOB OT
DDoS-arak onuparoTcsi Ha METO/bl UCKYCCTBEHHOT'O MHTEIJICKTa U HEMPOHHBIX CETEH:
AQHAM3UPYETCS HE TOJILKO 00beM TpadHKa, HO U €r0 MOBEACHYECKIE XapaKTePUCTHKHU, U
CPaBHUBAIOTCS TEKYyIIME TMapaMeTphl C MOJEISIMU HOPMaJIbHOTO Tpaduka;
MPOU3BOAUTCS (PUIIBTPALIMA 110 KOJIMYECTBY CETEBBIX MEPEX0JI0B; BMECTO aHAIM3a
o0peMa Tpaduka OTCIICKUBACTCS MOSBICHUE HOBBIX [P-afpecoB; y4eT ce30HHOCTH
(UMKIMYHOCTH) TpaduKa; HEMpPEephIBHAS OIIEHKAa BEPOSTHOCTH TMOTEPH 3arpOCOB;
MIPUMEHEHUE aJIalITUBHBIX CTPATETUH, YAUTHIBAIOIINX TIOBEICHUE 3II0YMBIITUICHHUKA U

MO3BOAIOINX AMHAMUYCCKN OIITUMU3UPOBATH MMApaMCTPbI 3allIUThI.

3akioueHue
[IpoBenenHoe uccaen0BaHue MOKA3allo0, 4To:
1. Krnaccuyeckue mnonxonmpl K 3ammre BeO-cepBepoB oTr DDoS-atak
00JagaroT PSAOM CYIIECTBEHHBIX OrpaHUYEHUM, HE MO3BOJISIOMUM 3()(PEKTUBHO

IMPOTUBOCTOATL COBPEMCHHBIM MHOFO(I)&KTOpHI)IM U paclupCaAcCICHHBIM aTaKaM.
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[Tpu >TOM MPEaBABIAIOTCS BHICOKHE TPEOOBAHUSIMH K BBIYUCIUTEIBHBIM pecypcam
U KBaTU(UKAIIUU TTIePCOHAIA.

2. VnHoBanMOHHBIC MOJXOJbI K 3ammuTe BeO-cepBepoB oT DDoS-arak
ONMPAIOTCS HAa METOJbl MCKYCCTBEHHOTO HHTEJUIEKTAa U HEHUPOHHBIX CETEH, 4TO
MO3BOJIIET UM MIPOU3BOIUTh aHAJIU3 BUJIa aTaKW U aJalITUPOBATHCS K HEH.

3. Ilony4denHsie pe3yiabTarbl 00YyCIOBINBAIOT MEPCIIEKTUBHOCTh IPUMEHEHUS
METOJ0B MCKYCCTBEHHOI'O MHTEJUIEKTa U HEMPOHHBIX CETEU JIJIsi aHAJIM3a CETEBOTrO

TpaduKa U BBIABICHUS CIOKHBIX ATTEPHOB aHOMAJIHIA.
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